
 
 

St Joseph High School 
Bring Your Own Device (BYOD) Acceptable Technology 

 
Every student will be required to have a device designated for learning each day. Smartphones of any 
kind will not be recognized as acceptable educational devices. Every device brought in to be used at 
St Joseph must comply with our BYOD and acceptable use policies. Amazon Kindle tablets are 
NOT recommended. Please review the guidelines below to make sure your educational device 
complies with our BYOD recommendations: 
 

Device PC Laptops Mac Laptops Chromebooks Tablets iPad 

Hardware 

CPU – 2Ghz 
or greater 

 
4Gb RAM or 

greater 
 

128 Gb 
Storage or 

greater 
 

Battery Life 
should be at 
least 6 hours 

CPU – 2Ghz 
or greater 

 
4Gb RAM or 

greater 
 

128 Gb 
Storage or 

greater 
 

Battery Life 
should be at 
least 6 hours 

CPU – 1Ghz 
or greater 

 
1Gb RAM or 

greater 
 

16 Gb Storage 
or greater 

 
Battery Life 
should be at 
least 6 hours 

1.8 Ghz or 
greater 

 
3Gb RAM or 

greater 
 

32 Gb 
Storage of 

greater 
 

Battery Life 
should be at 
least 6 hours 

A10 Fusion 
chip or 
greater 

 
2Gb RAM or 

greater 
 

32 Gb 
Storage or 

greater 
 

Battery Life 
should be at 
least 6 hours 

OS 
Windows 10 

64-bit 
(minimum) 

MacOS 10.13 
minimum 

ChromeOS 
Windows 10 
or Android 

OS 

iOS 11 
(minimum) 

Accessories 
(Suggested) 

Protective 
case/bag 

Protective 
case/bag 

Protective 
case/bag 

Protective 
case/bag 

 
Physical 

Keyboard 

Protective 
case/bag 

 
Physical 

Keyboard 

 
 
Please Note 
Microsoft Office or Office 365 will not be mandatory. (G-Suite/Google Docs will be the standard 
productivity package.) 
 
Students are responsible for coming to school with fully charged devices. The battery life of devices 
should last the duration of the school day. The school will provide minimal charging stations in 
designated areas throughout the school. Students will also need to bring charging cables to make sure 
of the stations.  



 
 

St Joseph High School 
Acceptable Use Policy for Internet and Network Access 

 All use of the Internet and schoolwork must be in support of education and research and 
consistent with the purposes of St Joseph High School. Resources are limited and should not 
be wasted. 

 Any use of the Internet and network to facilitate illegal activity is prohibited. 
 Use of the network for non-work related communication (e-mail, chat) is permitted only 

with on-site teacher permission and supervision. 
 Users shall not intentionally seek information on, obtain copies of, or modify files, other 

data, or passwords belonging to other users or misrepresent other users on the network. 
 Network accounts are to be used only by the authorized owner of the account for the 

authorized purpose. 
 All communications and information accessible via the network should be assumed to be 

private property. No trespassing in other’s folders, work or files. 
 Network use shall not disrupt use by others; hardware or software shall not be damaged, 

modified, or abused in any way. 
 Malicious use of the network to develop programs that harass other users or infiltrate a 

computer or computing system and/or damage the software components of a computer or 
computing system is prohibited. No hacking or introduction of a virus. 

 Hate mail, harassment, threatening material, discriminatory remarks, insulting or obscene 
language and other antisocial behaviors are prohibited. 

 The illegal installation or downloading of copyrighted software is prohibited. 
 Use of the network to access, send or display obscene or pornographic material is 

prohibited. 
 Use of the network to transmit material likely to be offensive or objectionable to the 

recipients is prohibited. 
 Use of the network for commercial purposes is prohibited. 
 From time to time, SJHS will make determinations on whether specific uses of the network 

are consistent with the acceptable use practice and Code of Ethics. 
 We reserve the right to log Internet and Intranet usage and to monitor fileserver space 

utilization by users while respecting the privacy of user accounts. 
 SJHS reserves the right to deny access to the Internet. 
 SJHS reserves the right to amend this policy at any time. 
 SJHS will enact appropriate disciplinary sanctions for serious violation of the above policies. 

Be aware that misuse of computer resources may result in criminal prosecution. 
 
 
You must have an ID and password to access the school network. Please note that 
the Internet and Network Acceptable Use Policy are in the Community Handbook and 
must be signed. 

 
Please contact Mr Scott Clough, Assistant Principal with any questions at sclough@sjcadets.org. 


